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**ABSTRACT**

Organizations struggle to keep their cyber security posture apt in order to meet regulatory requirements, compliance, and privacy & protection needs of their digital assets. Many well-established frameworks such as NIST CSF 1.0 and 2.0, ISO 27001, and ISO 27002 provide guidelines to organizations of all sizes, to implement controls in order to reach desired security objectives. These frameworks provide granular details for implementing technical controls under various functional units described within them. They offer assessments which can be used to fill gaps that are detected in reaching a desired security posture. However, a theoretical lens for the assessment of cyber security posture is also warranted that can help understand and study cyber security posture as a moving target similar to periodic assessment of technical controls that IT organizations setup. The current paper fills this gap by analyzing the actors and the status of protection of the elements of digital assets and introduces a simple two-by-two framework.
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**INTRODUCTION AND LITERATURE REVIEW**

Frameworks such as NIST Cyber Security Framework (CSF), ISO 27001, and 27002 come very handy in guiding any organization in establishing their cyber security profile (Pascoe, 2023). Practitioners and IT organizations benefit immensely by implementing guidelines from those frameworks and potentially avoid security events (Scofield, 2016). Organizations model and monitor threat to safeguard their IT assets. Threat Modeling has been universally employed by IT organizations to study and model threat landscape where hackers try to penetrate IT systems while organizations prepare defense mechanisms by deploying necessary tools, technologies and personnel (Muckin & Fitch, 2014). In the current paper, we provide theoretical as well as practical guidance to assess cyber security posture. Prior research has used quadrant diagrams to study malicious IT (bad actors) and virtuous IT (good actors) (Liang & Xue, 2009). We developed our research framework building on the quadrant diagram by considering two axes, one axe using good actors and bad actors as two levels of actors. The other axis of our framework utilizes the two levels of IT security posture, one being a “not-penetrated” or protected state (a desired state to be in) and another being the undesired or penetrated end state. It’s important to note that good and bad actors are not just individuals, but they can be hardware devices or software automated tools as well.

Cyber-security is much like an arms race where weapons and mechanism of defense are constantly in competition with each other where bad actors want to illegitimately gain access to digital assets through cyber-attacks. We begin by identifying the elements of digital infrastructure assets which are always at the risk of being compromised. These elements have been identified in NIST CSF under the functional heading of “protect” (Framework, C. 2021) and also through the confluence of leading companies and department of defense (DoD Cyber Security Division, 2023; Cloud Security Technical Reference Architecture Cybersecurity, 2022; The Microsoft Cybersecurity Reference Architectures (MCRA); Security of the AWS Infrastructure, AWS, 2024).

**Table 1**

**Elements of cyber security which may face the risk of being attacked**

|  |  |
| --- | --- |
| Elements of cyber security | Definitions of cyber elements in an organizational context |
| Identity and Access Management | A person, a user, a role or a federated-identity that has access rights to computing resources |
| Physical Assets | A piece of hardware asset directly or remotely accessible or a building housing computing resources |
| Infrastructure platform software | A piece of software that is used as platforms on which organizations build their own customized applications |
| Application | A piece of software that is developed or procured or available from free sources such as open-source software |
| Network | A technology that is responsible for connecting computing resources to inside and outside of an organization |
| Databases | A technology that manages the storage, manipulation and retrieval of digital assets of an organization |
| People | An employee, a consultant or a contingent worker who are part of organization |
| Social | An enabling technology that links an organizational identity to the outside of an organization in a public domain |
| Policies | Organizational rules of engagement with people, system, organizations to do business in a safe and secured way |

As important as identifying the cyber elements are, identifying the actors are equally important - actors that act in the interest of the organizations they are employed with, and actors, that are adversaries (domestic or foreign) and want to harm the organizations and their assets they target to attack (Sabillon et al., 2016). Various threat agent archetypes have been studied in the industry and have been broadly identified as hostile and non-hostile (Casey, 2007). With this threat archetype library, organizations are faced with two actors. On one side, there are actors who works on behalf of an organization and in the interest of organization to protect business use-cases of IT (virtuous IT). On the other side, there are those actors whose intent is malicious and are engaged in abuse-cases and their purpose is to exploit any vulnerabilities that they can use to their advantage (Juuso, 2019; Uceda-Vélez & Morana, 2015). In the cyber security world, organizational actors are tasked to protect their IT systems to make sure that the IT systems are well protected physically and virtually. They can be site inspectors, load runners, disaster recovery planners, code scanners (static, dynamic and runtime), ethical hackers or penetration testers. They are good actors and often wear several hats to ensure the security of the IT systems and IT assets. They are popularly called blue and red teams. Red teams are those ethical hackers who help test an organization’s defenses by identifying vulnerabilities and launching attacks in a controlled environment. Red teams are opposed by defenders called blue teams, and both parties work together to provide a comprehensive picture of organizational security readiness (NISTIR 7622, 2012; Yaqoob et al., 2017). Besides these teams, organizations use automated tools for scanning code or testing their applications or employ run time protection mechanisms or do stress testing. Notable scanner types technologies are Static Application Security Testing Tools (SAST), Dynamic Application Security Testing (DAST), Runtime application self-protection (RASP), and Interactive application security testing (IAST) (Ashtari, 2024; Čisar & Čisar, 2016; Mughal, 2018). SAST is a white-box testing method where security team gets the access to the code base and vulnerabilities are detected when code scanner scans through the code. IAST is a black-box (no access to the code) testing method for dynamic application security that highlights and analyzes vulnerabilities during application runtime when they are live. DAST is a black-box testing methodology for running applications to highlight external vulnerabilities. Runtime application self-protection (RASP) is another advanced security solution integrated into an application or runtime environment to highlight and thwart security attacks as and when it happens.

On the other hand, there are hackers or hostile agents who are engaged in criminal activity and aim to gain access to some organizations and its resources illegally and exploit any vulnerability to their advantage and we call them bad actors or threat agents. These bad actors are oftentimes very resourceful and pose persistent threats (they may stay dormant within network until they find a ripe time for exploitation) in order to gain access or to elevate their privilege if they already have gained access. Some of these hackers are nation or state sponsored and are called nation-state actors and they are employed by foreign governments to disrupt or compromise target governments, organizations or individuals, valuable data or intelligence (Hinck & Maurer, 2019). The other bad actors are insiders who look for exploiting vulnerabilities often times for monetary gains since they already have access to the systems (Hunker & Probst, 2011). Besides these, there are automated tools, and bots who can pose constant threat of external attacks on organizational infrastructure (Lange & Kettani, 2019). These tools are often times employed by penetration testers themselves in a controlled environment. GitHub, which is one of the most popular code repositories (Borges et al., 2016; Jiang et al., 2017) provides thousands of readymade utilities that can help generate payloads of varying intensity or can even be forked to tailor organizational needs for testing against hacks. The table 2 presents the good and the bad actors an organization is faced with.

**Table 2**

**Good and Bad Actors**

|  |  |
| --- | --- |
| Good actors (On behalf of their organizations)  | Bad actors (who act against target organizations) |
| Ethical Hackers | Insiders with malicious intent |
| Property Managers/ Site Inspectors / DR Planners | Nation-state actors |
| Network and Database scanners | Automated Tools and Scanners |
| Static Application Security Testing (SAST) Tools | Adversarial threats and Advanced Persistent Threats |
| Dynamic Application Security Testing (DAST) Tools |  Spy vendors |
| Runtime application self-protection (RASP)  |  Disgruntled employees |
| Interactive application security testing (IAST) |  Data miners |

A desired security posture of an IT asset is a state in which all identified elements in table 1 are in compliance with the security policies of an organization and in adherence to standards and regulatory requirements and laws for the respective industries. Organizations can meet compliance by establishing risk-based controls that protect the confidentiality, integrity and availability (CIA) of information (Sulaiman et al., 2022; Cram et al., 2017; Miller, 2023). However, compliance only guarantees that all policies are enforced, it does not guarantee protection against unseen and unknown threats. The desired state in terms of cyber security is the one in which all the elements of cyber systems are compliant and protected against all current attack vectors. This is tantamount to say that the system is well defended. Non-compliance happens when there are known gaps from reaching the compliance goals. This would mean that there are known vulnerabilities that needs to be remedied and until it is remedied, such assets are non-compliant and in violation of established security policies and are prone to be compromised. (Marotta & Madnick 2021; Portman & Carper 2018; Nasir et al. 2019). A compromised system takes away the guarantee of confidentiality, integrity and availability (CIA Triad) from the cyber systems. Data breaches (exfiltration of data) potentially due to non-compliance amongst other reasons have been reported time and time again (Al-Mukahal & Alshare 2015; Herath et al. 2023; Karyda & Mitrou, 2016). We will discuss individual elements mentioned in Table 1 and their role in protecting IT assets.

**Identity and Access Management (IAM)**:

Identity is an account identifier that does the handshake with the computing resources. This is the most fundamental entity that once compromised, it is left to be abused. Identity can be a user, a role or a federated identity or merely a time-bound token. Users of an organizations are managed by active directory or some type of organizational authentication process and users outside of an organization who legitimately wants to gain access of some systems are often times are allowed to use their verified digital passports such as a Gmail, or a LinkedIn, or a Facebook, or a twitter account (a.k.a federated identities). The idea behind IAM is stated as “who-can-access-what”. (Hovav & Berger 2009) Provisioning an identity, authenticating afterwards and the authorization process is one of the most challenging and complex tasks for any organization. Fortunately, few very well-established methodologies for Identity and Access Management (IAM) exist that help organizations to make sure that they bullet-proof the identity provisioning. Important implementations in this IAM area are Role Based Access Control (RBAC), Single Sign On (SSO) and Privileged Access Management (PAM) (Mughal 2018). The latest technological advancement in bullet proofing an identity is provided by Zero-trust framework that helps IAM create, maintain, and manage identities in an automated fashion (Rose et al. 2020).

However, an idetity is not something that stays immune to any abuse. Broken authentication have moved up in the ranking of OWASP top 10 vulnerabilities (Pandya & Patel 2016) in recent years. The result of a broken or forged identity acquired by a malicious user can turn a secured system into a compromised system. A stolen identity by a malicious outsider or criminal actor can ex-filtrate and steal valuable private information and render an organization or end-users into a compromised entity. Thus, identity and its management therefore has the possibility of moving from a protected state to a penetrated state rendering information user from a secured state into a compromised state and when this happens at the scale of an organization, it can render an organization from a secured state to a compromised state.

Once identity is compromised, it will require organizations to take corrective actions to come back to defended status after isolating the compromised identities and making sure that compromised identity is no longer usable by a threat actor, internal or external. The penetration testers such as red and blue teamers once again will need to make sure through testing that all identities are properly authenticated and authorized and with their certifications, the information system can go back to a compliant state, achieving an overall secured posture. If ethical hackers (good actors) can still penetrate through the system from their testing procedures in good faith, then the information system will fall in the violated state, and furthermore, if threat actors can gain access to the system then it moves to a compromised state and can even be breached. Security teams must continuously monitor the identity. A compliant system generally is well guarded and protected against known bugs and vulnerabilities. However, there is no protection for compliant system when it comes to zero-day attacks as there is no patch yet available from hardware or software vendors or from open-source communities (Ahmad et al. 2023) and this puts a fully compliant systems to fall in the violated category even though it may not have yet been exploited and breached by bad actors.

**Physical Security**

 An organization has countless physical computing assets that need to be safeguarded. Datacenter, hardware, storage areas, network devices, endpoints, personal devices all need to be physically protected against infiltration by any intruders. Physical security refers to the protection of building sites and equipment (and all information and software contained therein) from theft, vandalism, natural disaster, man-made catastrophes, and accidental damage (e.g., from electrical surges, extreme temperatures, and even spilled coffee) (Moses & Rowe 2016). Good actors assigned to physical security (as in Table 2) have to make sure that infrastructure is protected and remain operational by employing organizational approved means (resources, tools and technologies). Bad actors can cause property damage, can infiltrate heavily guarded data centers and unattended locker rooms, can install plug and play devices or key loggers, and steal equipment from the data centers. Therefore, a fully compliant and defended physical infrastructure runs the risk of being violated or breached rendering the infrastructure from a secured state into a compromised one.

**Application Security**

 An organizational infrastructure develops their own applications or purchases vendor based applications or employs open source software to achieve their business goals. Every application goes through cycles of releases in its life cycles through change management processes. These application code developed in-house or used as a component in their applications or employed as an API from external sources always often time will be detected with bugs and vulnerabilities. Common vulnerabilities such as OWASP TOP 10 (Rose et al. 2020) or common vulnerability and exposures (CVE) (Mann & Christey, 1999; Martin, 2019) that are published by security monitoring entities must be tracked by every organization to continuously remediate vulnerabilities. Several organizations use static application security testing tools (SAST tools such as Fortify, Checkmarx, SonarQube) which detect code vulnerabilities and offer remediation steps (Yang et al. 2019; Pittenger 2016). Open source vulnerabilities are also detected by SAST tools (such as Black Duck). An organization can stay compliant as long as they patch all known vulnerabilities that were detected by code reviewers or code scanners or run-time scanners. And they can stay defended as long as malicious users can’t exploit them. However, code changes continue to have exposures from unknown bugs and zero-day vulnerabilities for which there is no patches yet. These can change the security posture of an organization from being violated to even breached, if it can be exploited by malicious actors. Therefore, a fully compliant and defended application security posture runs the risk of being violated or even compromised rendering the application security state from a secured state into a compromised one.

**Infrastructure Platform Security**

Besides protecting physical security, every organization has to be vigilant on software or platforms that they purchase or subscribe it under Platform-as-a-Service (PaaS) and Software-as-a-Service (SaaS) cloud subscription agreements. These include operating systems, virtual machine images, containers, utility software such as antivirus software, database system software, office desktop software such as Microsoft Office and GSuites. (Alhazmi & Malaiya 2008). These platform software themselves go through cycles of releases and patches/fixes/service packs that must be applied in the recommended time frame by the corresponding platform vendors. Organizations continue to harden these platforms on a continuous basis. However, these platform software continue to have exposures from unknown bugs and zero-day vulnerabilities too and must be scanned from time to time for vulnerability detection. If vulnerabilities are detected, it can change the security posture of an organization from being violated to compromised or even breached, if it can be exploited by malicious actors. Therefore, a fully compliant and defended platform security posture runs the risk of being violated or even compromised rendering the platform security state from a secured state into a compromised one.

**Network Security**

Corporate networks are a complex mesh of computing devices and software that facilitate inter and intra connectivity amongst computing devices. These include setting up of VPNs, NAC solutions, routers, switches, firewalls, DMZ, WAF, IDS, IPS, DDoS protection, SSL interceptors. (Mughal 2018). As much as the network facilitates business, they can also become the first line of attack by bad actors. Therefore, implementing security systems at the network boundaries boost up the organizational perimeter security and helps organizations deter attack and defend themselves proactively. Thus, securing network protects organizations from cyberattacks. Many organizations use network scanners (in good actor’s faith) such as Tenable, Qualys, and Rapid7 to continuously monitor their network against vulnerabilities. On the other hand, bad actors continue to find innovative ways that can be employed to penetrate through networks and oftentimes they are successful as we hear in news about breaches. This puts a fully compliant and secured network to land in a compromised domain until a fix is applied and networks are hardened again to become compliant and able to be defended against threats.

**Database Security**

Of all the digital inventory that an organization owns, data is their currency. This digital asset unlike others relatively stays longer in its original form and sometimes outlive tenure of its owners than rest of the elements that we mentioned above for business and regulatory reasons that needs to be complied with as to how to insure data protection and privacy. Amongst most notable regulations known today are GDPR, CCPA, HIPAA, DSS PCI (Miller, 2023) and most business domains fall under some regulatory obligations that they must adhere to. For example, google maintains email as long as they can and probably none of us have seen emails being purged from our google accounts and it will stay even if the owner of emails dies. The attack on data is incessant and organic. Data breaches have almost become a daily event. Top tier organizations such as ForgeRock, IBM and Verizon have published separately very extensive reports on data breaches (Ponemon Institute, 2020; Forgerock 2019; Team, V. R., 2015). Providing security of data in transit and data at rest is an organizational survival need. Most IS use TLS for data in transit and AES encryptions for data at rest (Malik & Patel 2016). Cloud providers also implement their own flavor of encryption that guarantees security through transit and at rest. A data breach can wipe out an organization from existence and put executives in legal jeopardy. Yet, this is still one of most heard news on a day to day basis. Many database monitoring tools (such as IBM Guardium, and Imperva) provide logging and monitoring of database activities round the clock. In Spite of all the monitoring things go wrong, and systems at times become non-compliant and are in violation of policies and on top all this, newer regulations add complexity to existing security gaps. When a new clause or new laws are added many organizations cannot comply with them instantly and stay in violation for some time and become prone to be breached. This can turn an organization from an overall secured posture to a compromised posture in managing data.

**Employee Awareness and Training**

With the complexity of cyber physical systems growing every day, it is extremely hard to cope with the newer techniques and threats that are being employed by bad actors. This has put cyber security amongst the fastest growing field and demand for cyber security certified professionals are ever increasing (Furnell et al. 2017). Employee’s awareness of secure coding and how to deal with spammers and phishers is essential for protecting digital system (Li et al. 2019; Aldawood & Skinner 2018). Employees are social engineered and phished and unfortunately due to tremendous shortage of personnel available in the cyber security area, an untrained or less trained professional may unknowingly give out valuable private information through phishing and can throw a fully compliant organization or a system into an organization or a system in violation or may even become prone to be breached. Fixing such awareness weaknesses through employee continuous training and certifications may help regain a secured posture by becoming compliant and be defensible against bad actors.

**Social Domain Security**

In Web 2.0 and Web 3.0 era, there is hardly any organization left that does not maintain its social presence. If not careful, employees through public interactions or through public forums can inadvertently put private information related to the organization's business confidentiality. Open source intelligence (OSINT) is becoming widely popular where various publicly available information becomes sources for exploitation by threat actors. (Carley et al. 2018; Glassman & Kang 2012). Protecting vital information to fall in the public domain is essential for business survival and revealing any private and confidential information even inadvertently can be a violation and breach of information from the angle of stakeholders. Damages done in the social domain are generally long lasting and oftentimes irreversible and regaining a secured posture becomes a long shot.

**Policies**

One of the important tenets of cyber security is to manage risk since gaining any protection against threats has to be economically viable for corporations to sustain. (Lubua & Pretorius, 2019). Depending on financial costs, organization can triage risk priorities since no organizations can eliminate all possible risks due to financial infeasibility of doing that. Therefore, organizations manage risks through triage by setting up policies and procedures. If these policies are not implemented and there are gaps left in policy implementations as they are laid out by organizational leaders, it puts an organization in violation and therefore at risk to be breached and compromised. By putting policies in place, organizations maintain their secure postures.

**MODEL DEVELOPMENT AND PROPOSITIONS**

The above background helps us formulate a security framework that helps us understand a constant struggle from being in a state of compliance and defended to fall in a state of violation and being breached. We consider a two-by-two matrix where we consider actor archetypes (good and bad actors) and protection status of being protected (not penetrated) versus being penetrated to study this phenomenon. Earlier studies have used two-by-two models to study competing organic phenomenon graphically, generally one axis measuring strength and weakness of the agents and other axis measuring strength or weakness of the act itself. One of the most notable study is Gartner’s magic quadrant (Sallam, et al. 2011) in which the magic quadrants help us quickly ascertain how well technology providers are executing their stated visions and how well they are performing against Gartner’s market view. In this research, we borrow from the quadrant logic to use the strength and weaknesses of penetrative ammunitions of an actor (mentioned in Table 2) to intrude versus the strength or weakness of the individual element of the Table 1 (the ability to actually intrude or gain access). Figure 1 shows the four quadrants and their meaning in terms of security postures. We describe four states of security postures mentioned in Figure 1 in Table 3 (compliant, secured, violated, and compromised) based on how successful the good actors find themselves in exploiting vulnerabilities and similarly how successful the bad actors find themselves in exploiting the vulnerabilities.

**Table 3**

**Various States of Security Postures of Individual Elements of Cyber Security**

|  |  |
| --- | --- |
| **Security posture** | **Definitions of various state of security postures** |
| Compliant | Being compliant means, all known vulnerabilities are either remediated or have an approved exception from risk management team not to seek remedy. It does not mean that every vulnerability has been remediated, instead, it means that given an organization’s appetite for assuming risk all vulnerabilities have been addressed. Thus it is risk-based remediation for compliance. |
| Secured (Defended) | When malicious actors are unable to break in and exploit the asset, we call it secured or defended against threat actors. |
| Violated | When certain vulnerabilities are found and remains unpatched and has not been remediated and are within the period granted for remediation, we call those assets are in violation. |
| Compromised (Breached) | When vulnerabilities become exploited by malicious actors and an organizational assets are prone to be ex-filtrated out to unauthorized parties then it is compromised and can possibly be breached. A data breach occurs when unauthorized parties infiltrate computer systems, networks or databases to gain access to confidential information. |

Table 1 lists individual elements of cyber security and Table 3 lists their possible state of security postures, however, an organization’s IT is comprised of complex mix of those individual elements. Most fundamental of organizational entity may be a business unit or just one application through which an organization exists or known as a business. Good or bad actors whether a person or an automated tool follow a playbook through which they organize their security testing or exploitative forces. Just like body of knowledge differs from one teacher to another, good actors/tools can have variations too. Two different tools or two security testers are not alike. Two different bad actors also may have different fire power of penetrative ammunitions and skills to discharge malicious payloads. However, as much as a playbook (procedure) is followed, the outcome (standardized metrics for vulnerability assessment) can be summed up from all penetration tests of individual elements or penetrative power of bad actors. Therefore, to protect against cyber security mishaps, a sum total of protection of those individual elements that make up an application are needed to be assessed. Therefore, we propose the following:

**Figure 1.**

**Good and Bad Actors versus their ability to penetrate**

**Proposition** 1: Compliant: An IT application can be considered to be compliant when all good actors responsible for penetration testing an application following the procedural steps are unable to penetrate through the application.

**Proposition** 2: Secured: An IT application can be considered to be secured when all bad actors responsible for penetrating an application are unable to penetrate through the application and fail to gain access to do malicious activity.

**Proposition** 3: Violated: An IT application can be considered to be in violation (violated) when all good actors responsible for penetrating an application are able to penetrate through the application and can prove that the application allowed unauthorized activity.

**Proposition** 4: Compromised: An IT application can be considered to be compromised or breached when all bad actors responsible for penetrating into an application are able to penetrate through the application and gain access to do malicious activity.

As discussed under various elements of cyber security above, the state of cyber security continues to be in a cyclical shift. That means there is no entitlement to enjoy for long for any organization. Thus, security posture is a moving target from any of the state to any other state such as from being compliant to secured and vice versa, from being secured to compromised/breached and vice versa, from being compromised to violated and vice versa, and from being violated to compliant and vice versa. This continuous flux in security posture has been depicted in Figure 2.

**Figure 2**

**Constantly changing security posture from one state to another**



**IMPLICATIONS**

Industry uses cybersecurity frameworks that provide them guidelines irrespective of size of organizations to manage and reduce cyber security risks. The frameworks are further organized into functions to facilitate the tasks needed to be accomplished in order to reach some desired level of security postures. For example, NIST CSF v1.0, and v2.0, ISO 27001, and, ISO 27002 provide many functional units under their framework that organizations need to tackle and address security gaps. They provide implementation guidelines broadly. The goal of this academic research is to provide an abstraction to academicians much like an industry frameworks provides to practitioners. Our framework is very intuitive and provides an abstraction of interaction between type of actors and state of protection on which cyber security posture can be understood. Although this research is offering a theoretical angle, the intended outcome bears the same goal similar to industry frameworks, which is, understanding the overall cyber security posture and prepare interventions accordingly. Like practitioners delve deeper into granularity of functions, and categories and subcategories of frameworks, academicians try to understand factors in the model and their direct and interaction effects of those factors at different level. In our case, the direct effects are the strength and weakness of elements of cyber security per se, while indirect effects originate from the interaction of strength and weakness of actors and the strength and weakness of cyber elements themselves. An empirical study with survey-based research by developing scales depicting the strength of actor types and strength of individual cyber elements would be a good step to see the benefits of the proposed framework.

Our framework suggests that cyber security posture is not a fixed or an achieved goal, it is rather a moving target which struggles to maintain its position from the most privileged state of being secured to the most undesired state of being compromised or breached. Quadrant I of Figure 1 depicts a scenario, where good actors through their testing processes of security controls could penetrate the IT system or an application and thus in a state of violation. Quadrant 2 depicts a scenario where bad actors could successfully penetrate through security controls and breached the system. Quadrant 3 represents that the good actors could not be successful in penetrating through the security controls with all the penetration tools they had at their disposal provided by the organization and thus are compliant. Quadrant 4 is (the most desired state) where security controls were successful in protecting the system or application in question and are fully defended against malicious actors. The simplicity that our two-by-two model offers can be a daily run down of executives and CISO who would ask the managers and the direct reports, “Tell me simply, what is your cyber security posture at this moment.”

**CONCLUSION**

Cyber security challenges are growing every day as computer based technological innovations are expanding at a lightning speed. With every new IT products or an enhancement to existing products, comes the challenges to functional testing on one hand and security testing on other hand. Newer technologies can introduce newer attack surfaces and therefore increase in attack vectors. No organization, therefore, can be entitled to high goal of being “secured”. Unless organizations stay alert and respond to these attacks, the cyber security posture will continue to swing between being compromised to being secured to again being compromised. Our framework is a step towards understanding the cyber security posture as a continuously moving phenomenon.
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